Guide to setting time limits for devices on a router

First you need to access the router as you would for changing the password
from the default, i.e. all Virgin media come with the default password
“changeme”.

This involves accessing the router by typing 192.168.0.1 into the top of the
web page where you normally see the www.HTTP// and such, other
companies will have slightly different variations i.e. 192.168.1.1 etc.

If done correctly you should get to the router login page as below for virgin 'ﬁ@r @:(M}D(L&

' /:‘ Super Hub

Weicome 1o your Virgin Media Super Hub 2
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Enter the default password if you have not changed it already, | would at this
time take the opportunity to set up a new password as theoretically anyone in
wireless range can access your router with the default one.

After login you will get the general (homepage) for the router




B - Wireless

At the bottom right you see the button for advanced settings, click on this to
get to the next page, click accept if prompted to get there.




On this page there are various options, the one we are interested in is in the
security section and is called MAC filtering click to open and you will get a
page which shows all attached devices whether by cable or wireless. From that
list you need to work out which device is which i.e. tablet, | phone or even
televisions these days.
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Once you have determined which is which the next table is the MAC filter list,

click on the small button to the left of the required device and wait for the

page to load.
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Below the MAC filter list is a section called timed access Rules, this is where
you initially set up rules for blocking the device from accessing the home Wi-Fi
or network. Be aware that if you want to block access overnight usually you
need one rule to go from an evening time say 21:00 to 23:59 and then one to
go from 00:00 until say 07:00, after making the rule click the add rule button
and they will appear below in a section called timed access as per the
example. With virgin you can make up to seven rules and once created they
stay in the timed access section until deleted.

Once set up all that is required is to check the enable box and click the apply
button, or to remove uncheck the enable box and click the apply button.
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Remember to wait for the page to refresh after clicking the apply button.




